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Privacy Notice for CCTV

Thai Wah Public Company Limited

Thai Wah Public Company Limited and its Group Companies’ (the “Company”) use Closed-Circuit Television (CCTV) for monitoring
and recording individuals within and around the Company's buildings and premises. Therefore, the Company has prepared and
published this CCTV Privacy Notice to clarify the details regarding the collection, use, or disclosure of your personal data, as well as

how we protect and manage such data in accordance with the Personal Data Protection Act B.E. 2562 (2019).

1. Collection of Personal Data

1.1 Source of Personal Data
The Company may collect your personal data when you are within the vicinity of any buildings, premises, or service areas
under the Company's responsibility. Your personal data will be recorded by CCTV. The Company will display signs or notify

you as appropriate in the areas, buildings, and spaces where CCTYV is installed.

1.2 Personal Data Collected by the Company

The personal data that the Company may collect from you under the relevant laws includes, but is not limited to, the

following:

Data from CCTV : | Photographs, moving images, sound recordings, including information about your
property, such as vehicles, when you enter any premises, buildings, and service areas

under the Company's responsibility.

2. Purposes and Legal Basis for Collecting, Using, and Disclosing Personal Data

The Company has the following purposes and legal bases under the Personal Data Protection Act for collecting, using, and

disclosing your personal data:

Purpose for Collection, Use, and Disclosure Legal Basis Used

Compliance with Legal Obligations

. To comply with laws and regulations. . Legal Obligation

. To initiate legal proceedings, exercise legal rights, or defend legal claims.

" Group Companies means companies in which Thai Wah Public Company Limited holds, whether directly or indirectly, more than 50% of the total number of

shares with voting rights.



Security and Risk Management

. To maintain security, prevent crime, or suppress danger to the life, body, health, . Legitimate Interest
reputation, freedom, or property of individuals or the Company. This includes
maintaining security within the Company's buildings or premises by recording
images or sound with CCTV, as well as registering and exchanging visitor passes
before entering buildings, including the head office, branches, or service areas

under the Company's responsibility.

. For management and internal audits within the Company and its business group.

. For exercising the Company's rights or protecting its legitimate interests.

The Company will not use your personal data for purposes other than those specified in this privacy notice. If the Company
needs to collect, use, or disclose your personal data for additional purposes not mentioned here, we will inform you and request

your consent before doing so, unless the law permits us to proceed without your consent.

Where the Company relies on a legitimate interest basis, we will consider whether our interests or those of another person

override your fundamental rights.

Disclosure of Personal Data

To carry out the purposes stated in this notice, the Company may disclose your personal data to the following third parties:

. Subsidiaries, group companies, affiliates, and business partners.

. Providers of information technology services, technology support, and technology security.

. Law enforcement agencies, courts, judicial processes, dispute resolution bodies, regulatory authorities related to the
Company's business, auditors, and any person appointed or requested by a regulatory authority.

e Any other person involved in any dispute that arises.

. Fraud prevention agencies that use such data to detect and prevent fraud and to verify your identity.

. Any transferees of the Company's rights, duties, and interests, including those assigned by such transferees to act on
their behalf (e.g., in cases of corporate restructuring, mergers, or acquisitions).

. Any person to whom you have instructed the Company to disclose your personal data.

. Other third parties and agencies to fulfill the purposes stated in this privacy notice.

Transfer of Personal Data Abroad

In some cases, the Company may send or transfer your personal data to a foreign country. If the destination country does not
have adequate personal data protection measures equivalent to Thailand, the Company will ensure that appropriate safeguards

are in place to make such transfers lawful and compliant with the Personal Data Protection Act B.E. 2562.



5.

Retention of Personal Data

5.1 Data Retention Period

The Company will retain your personal data only for as long as necessary for the purposes of collection, use, or disclosure
as stated in this privacy notice. The retention period will not exceed 120 days from the date you enter the Company's
buildings, premises, or any of its areas. In the event of legal or disciplinary proceedings, your personal data may be stored
until the conclusion of such proceedings. However, the Company may retain your personal data for longer than the expected

period for legal, technical, or other reasons in accordance with the Company's internal policies and requirements.

5.2 Deletion or Destruction of Personal Data

If the Company no longer needs to retain your data, or when the retention period ends, the Company will delete, destroy,

or anonymize the personal data so that it can no longer be linked to you.

Exercising Your Rights as a Data Subject

6.1 Your Rights as a Data Subject

You have the following rights under the Personal Data Protection Act:

Right to Withdraw Consent : | If the Company collects, uses, and discloses your personal data based on
your consent, you have the right to withdraw that consent at any time,
unless the withdrawal is restricted by law or a contract that benefits you.
However, the withdrawal will not affect the lawfulness of processing that

was based on consent before its withdrawal.

The Company may continue to process your data if there is another legal

basis for doing so.

Right to Access : | You have the right to request access to and receive a copy of your
personal data that is under the Company's responsibility, and to request
disclosure of how the data was obtained without your consent. This right

must not adversely affect the privacy rights of others.

Right to Rectification : | You have the right to request that your personal data be corrected to be

accurate, current, and complete.

Right to Data Portability : | Where the Company has made your personal data available in a
commonly used and machine-readable electronic format, you have the

right to receive your personal data from the Company and to request that




the Company transmit or transfer it to another data controller, where such

processing is necessary to comply with the law or a contractual obligation.

Right to Erasure : | If there is no longer a reasonable basis for the Company to collect, use,
or disclose your personal data, you have the right to request that the
Company delete, destroy, or anonymize it. However, this is not an absolute
right to have all data erased. The Company will carefully consider each
request in accordance with any legal requirements related to the

processing of your personal data.

The Company will proceed with the deletion, destruction, or anonymization
within 90 days of receiving the request, unless legally exempt or if it is not

possible due to essential necessity.

Right to Object : | You have the right to object to the collection, use, and disclosure of your
personal data that the Company processes based on its legitimate
interests. You also have the right to object if the Company processes your

data for direct marketing and profiling purposes.

Right to Restrict Processing : | You have the right to request that the Company temporarily suspend the
collection, use, and disclosure of your personal data, for example, when
you want the Company to correct your data or to clarify the legal basis for

its processing.

Right to Lodge a Complaint : | You have the right to file a complaint with the Personal Data Protection
Committee or a relevant government agency if you believe that the
Company or its employees have violated or failed to comply with the

Personal Data Protection Act B.E. 2562 or other related announcements.

You may also contact the Company to complain about how we collect, use,
or disclose your personal data. Filing a complaint with the Company does
not affect your right to complain to government officials or the Personal

Data Protection Committee.

6.2 Procedure for Exercising Your Rights

You may exercise any of your rights at any time by contacting the Company through the channels specified in Section 8.
The Company may need to request specific information from you to verify your identity and ensure your right to access your
personal data or to exercise any other right. This is a security measure to ensure that your personal data is not disclosed

to any person who has no right to receive it.



The Company may also contact you to ask for further information in relation to your request to speed up our response. We
will endeavor to respond to all legitimate requests within 30 days. Occasionally, it may take us longer than 30 days if your
request is particularly complex or you have made a number of requests. In this case, we will notify you and keep you

updated on the status of your request.

Security Measures for Personal Data

The Company has established appropriate security measures to protect personal data against loss, unauthorized access, use,

alteration, correction, or disclosure.

In cases where the Company assigns another person to process personal data on its behalf, the Company will properly supervise
that person to ensure that they maintain the security of your personal data in accordance with the Personal Data Protection Act

B.E. 2562.

Company's Contact Channels

If you have any questions or would like more details about personal data protection, the collection, use, or disclosure of your

personal data, or exercising your rights, you can contact the Company at:

e  Thai Wah Public Company Limited
Address: 21/11, 21/13 Thai Wah Tower 1, 6th Floor, South Sathorn Road, Thung Maha Mek, Sathon, Bangkok 10120
Phone: +66 (0) 2285 0040

. Personal Data Protection Working Group

Email: Legal@thaiwah.com

Amendment of the Privacy Notice

The Company regularly reviews and revises this privacy notice. Therefore, the Company may amend this notice from time to
time to ensure that your personal data is appropriately protected. If this notice is significantly amended, the Company will inform

you by publishing the changes through appropriate channels.



